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Let’s ponder human and organizational issues that lead to disasters.

On November 5, 2015, Samarco’s Fundao/Santorem tailings dam failed.  It was the 
worst tailings dam failure in history.

The failure of part of the earthen dam allowed the contents behind the dam to 
completely evacuate, sending a wall of iron mine tailings laden mud rushing 
downstream, with an ultimate run-out of >600 km all the way to the sea.

The town of Bento Rodrigues was wiped out – at least 17 killed.  Residents were 
warned by word of mouth and not by company actions.  The company had no 
warning system in place.  Prior to the failure, company reps repeatedly assured village 
residents that they were safe.

The release volume is estimated at up to 60 million cubic meters.  Rio Doce was 
destroyed and may take ‘~100 years’ to recover

The government is suing for damages estimated at $5.2 billion US
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This was a man-made disaster.  Man mined iron ore.  Man made a dam to hold mine 
tailings.  The organization was responsible for dam integrity. One of Brazil’s leading 
experts inspected the dam in September 2014, noted cracking, believed it could be 
incipient failure, and recommended increased monitoring and installation of a 
buttress to reinforce the dam. Samarco disputes the engineer’s account, saying they 
followed the recommendations and were not warned of imminent failure, and they 
claim they were ‘strengthening’ the dam when it failed, but even when aware of the 
expert’s report, did not alert the downstream public to any increased risk. 

Liquefaction is a major cause of earth dam failure.  Samarco referred to minor (2-2.6 
richter scale) tremors when discussing failure, which, they said was completely 
unforeseen. “The dam was stable…until the date of the seismic occurrences, whose 
contribution to the event should be duly considered” says the company.

The dam expert:  “What I think was lacking was a belief in the worst-case scenario, 
and the worst-case scenario was viable.”
Samarco said the expert was aware of what was being done to the dam, never 
protested, and is “trying to avoid blame”.  The expert says Samarco departed from his 
design after 2012.   
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It is clear from this incident that there are organizational barrier weaknesses – human 
factors compiled into organizational behaviors, that allowed this catastrophe to occur.

The Society of Petroleum Engineers recently published a technical report on human 
factors at work in process safety and culture.  You also can see from the SPE paper 
from Lootz et al and the Petroleum Safety Authority of Norway that major accidents 
result from underlying causes that are predominantly human and organizational, and 
we have great opportunities for improvement of procedures, competency, work 
practices, and so forth.

Our role is to acknowledge a need to improve resilience of our human and 
organizational barriers and protect against barrier decay; let’s focus specifically on 
aspects of:
Leadership and Culture
Risk assessment and communication
People, quality, capability (expressed in many ways – stds, procedures, training, 
operational control, group work environment…)
Management of change
Review and assurance
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Well, if the 2015 event wasn’t enough, the same parent company experienced 
another catastrophic event in 2019.  In this event, more people died.  

The 2019 incident very likely was preventable.  The operator had knowledge of 
issues.  Of course, many issues might have started much earlier – from design and 
construction to ongoing integrity management. 
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The company responsible for the dam suffers more than just the immediate effects –
there is reputational damage, and senior leaders are implicated – they are not able to 
escape scrutiny for their actions in integrity management within the scope of their 
social license to operate.

The graffiti says, essentially, Vale is a recidivist murderer.  Note the recent report, 
commissioned by the company itself, cites culture as a cause of the disaster.
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Let’s go through several slides where we dissect the reasons for these dam tragedies.

First, let’s concentrate on the issues of responsibility, standards, and awareness of 
risk…
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And let’s discuss awareness of the role of barriers, their function in integrated 
systems – which leads to better understanding of threat interaction and potential for 
escalating and/or cascading risk.
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Safety factors and operating windows give us parameters against which to evaluate 
performance metrics and focus us on monitoring and maintenance – in particular 
enabling a sense of urgency since we have sometimes poor understanding of how 
threat interactions can escalate and cascade.
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Now on to pipeline facilities and major events…an excellent research report from GTI 
in 2016 summarized reasons for catastrophic events and new ways of thinking about 
integrity management.  Common to many disasters, concealment and lack of 
awareness or acceptance of the presence of threats, along with organizational 
weaknesses, lead to failure.  
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The GTI report noted many problem areas…
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Making the points we’ve already discussed with the dam failures, GTI notes that poor 
attention and understanding of barriers, their condition and functionality, also give 
life to complacency and can promote a culture of casual compliance, all of which can 
lead to threat interactions that are not sensed in the organization.  GTI recommends 
improvement by focusing on performance metrics and performance management, 
including focus on leading indicators.
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GTI recommends, long-term, adoption of probabilistic methods, such as Bayesian 
Networks (BN), which can work w/sparse input data and provide reasonable initial 
estimates of likelihood, then be updated as data become available. Bayesian 
networks can synthesize disparate models (engineering, behavioral, historic data, 
anecdote), into a coherent model providing meaningful insights

Hybrid BN are a tool for coherent, forward/backward reasoning; BN promotes 
progress towards robust system of systems approach to risk management by adapting 
decision networks for risk analysis – add or delete nodes as knowledge of the system 
interactions increases.  

But consider Apostolakis “How useful is Quantitative Risk Assessment”:  formal peer 
review is an essential part of the QRA process; decisions are “risk informed” as 
opposed to “risk based” - factors other than  engineering risk analysis can impact 
decisions (such as values-based criteria). QRA may struggle with: Human errors, 
Software failures, Safety culture, Design and manufacturing errors
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Finally, GTI recommended a focus on defense in depth, redundancy and robustness, 
within reason and the need and organization’s ability to manage the redundancy and 
robustness.
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As we reflect on other major disasters, I encourage each of you to focus on looking at 
your own behaviors in terms of risk assessment and risk communication, and then 
focus on your  organization and work to strengthen all barriers to potential events, 
but with special attention on the human and organizational barriers.  Then, let’s 
collaborate, innovate, and increase our integrity and responsibility!

To promote learning and safety, I suggest advancing storage industry efforts on safety 
and reliability data.  There are good examples of this, one embodied in another SPE 
Technical Report from the Offshore industry.  I encourage you to look over that report 
and find ways to organize a similar effort for gas storage.

15



16



17



18



19



20



21



22



23



24



25



26



27



28



29



30



31



32



33



34


